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Discussion

There are two sections in TR 23.714 documenting parameters related to Sx session management and Sx session level reporting (section 6.1.1.15.2 and Annex B). While the actual information contained by these parameters is largely identical, their names and their structure is different. The following tables represent a merge of the two approaches together with an update of some details according to the latest discussion about the realization of the UP functionality.  

The column on the left in every table contains comments and questions for some of the parameters which should be checked and discussed but not necessarily added to the TS.

Table 1: Parameters for Sx session management related to a PDN session 
	Comment
	Sx Parameter 
	             Relevant for EPC entity 
Description
	SGW
	PGW
	TDF

	CP function controls multiple PDN sessions at the same UP function and thus needs a parameter for associating the control info as well as the measurement reports.
	PDN Session ID


	Uniquely identifies a PDN session
	X
	X
	X

	
	Session MBR 
	Instructs the UP function to enforce this session MBR in UL/DL direction

PGW: UL/DL-APN AMBR

TDF: TDF session UL/DL-MBR
	
	X
	X

	
	PDN session correlation ID
	An identity allowing the UP function to correlate multiple PDN sessions for the same UE. And APN
	
	X
	

	
	Measurement Key related parameters
	Parameters are defined in Table 2

One set per Measurement Key used for the PDN session
	X
	X
	X

	
	Bearer related parameters
	Parameters are defined in Table 3

One set per bearer of the PDN session 
	X
	X
	

	
	Traffic Handling Rule(s)
	Parameters are defined in Table 4

One or more Traffic Handling Rule per PDN session
	X
	X
	X


Table 2: Parameters for Sx session management related to a Measurement Key 

	Comment
	Sx Parameter
	             Relevant for EPC entity 
Description
	SGW
	PGW
	TDF

	
	Measurement Key


	Uniquely identifies a measurement type. The CP function uses the measurement key to group flows that share a common measurement
	X
	X
	X

	
	Volume measurement threshold
	Value in terms of uplink and/or downlink and/or total byte-count when the measurement report is to be generated.
	X
	X
	X

	
	Time measurement threshold
	Value in terms of the time duration (e.g. in seconds) when the measurement report is to be generated.
	X
	X
	X

	
	Event measurement threshold
	Number of events (identified according to a locally configured policy) after which the measurement report is to be generated.
	
	X
	X

	Does this also cover the Monitoring time defined for usage monitoring?

	Periodic measurement threshold 
	Defines the point in time for sending a periodic report for this measurement key (e.g. timeofday)
	X
	X
	X

	
	Immediate report
	Used by CP function to trigger an immediate report from the UP function. 
	X
	X
	X

	
	Inactivity detection time
	Defines the period of time after which the time measurement shall stop, if no packets are received.
	X
	X
	X


Table 3: Parameters for Sx session management related to a Bearer 
	Comment
	Sx Parameter
	             Relevant for EPC entity 
Description
	SGW
	PGW
	TDF

	CP function controls multiple bearers within a PDN session and thus needs a parameter for associating the control info.
	Bearer ID


	Uniquely identifies the bearer, within a PDN session
	X
	X
	

	The 
more general name is better as it covers all possible reference points / peer entities. 
	Outer header removal 
(core side)
(NOTE 1)
	Instructs the UP function to remove an outer header (IP+UDP+GTP) from the incoming packets on core side 
Contains the F-TEIDu on core side
	X
	
	

	
	Outer header removal 
(access side)
(NOTE 1)
	Instructs the UP function to remove an outer header (IP+UDP+GTP) from the incoming packets on access side 
Contains the F-TEIDu on access side
	X
	X
	

	
	Outer header creation 
(core side)
	Instructs the UP function to add an outer header (IP+UDP+GTP) to the outgoing packets on core side 
Contains the F-TEIDu of peer entity on core side 
	X
	
	

	
	Outer header creation

(access side)
	Instructs the UP function to add an outer header (IP+UDP+GTP) to the outgoing packets on access side 
Contains the F-TEIDu of peer entity on access side 
	X
	X
	

	
	Measurement key for incoming UL traffic monitoring
	The CP function uses this measurement key to control the monitoring of

incoming UL traffic for this bearer
	
	X
	

	
	Measurement key for discarded DL traffic monitoring
	The CP function uses this measurement key to control the monitoring of discarded DL traffic for this bearer
	X
	
	

	As this is basically only transport level packet marking (in the uplink and downlink, e.g. setting the DiffServ Code Point) should we call the parameter Transport level marking? Or use QCI instead and have local configuration at UPF?
	Outer header marking (access side) 
	Instructs the UP function to mark the outer header (IP) on access side
	X
	X
	

	
	Outer header marking (core side) 
	Instructs the UP function to mark the outer header (IP) on core side
	X
	
	

	
	Bearer MBR


	Instructs the UP function to enforce this bearer MBR (values for UL and DL direction) 
	
	X
	

	
	Bearer GBR 
	Informs the UP function about the required GBR resources (values for UL and DL direction)
Absence of this parameter informs the UP function that the bearer is subject to Session MBR enforcement
	X
	X
	

	
	ARP 
	Informs the UP function about the ARP for the GBR resources (consists of priority level, pre-emption capability and pre-emption vulnerability) 
	X
	X
	

	Also to inform SGW-C function about 1st packet / all packets in bearer?
	Duplication and forwarding


	Instructs the UP function to duplicate and forward the packet or only the packet header
	X
	X
	

	
	Destination for duplicate forwarding 
	Contains the endpoint for the forwarding 
	X
	X
	

	Keeping this control on parameter level allows for sending other parameters in parallel.
	Send GTP end marker


	Triggers the UP function to create and send out GTP-u packets with end-marker
	X
	X
	

	NOTE 1:
This parameter is also used in the Response message in case the F-TEIDu allocation is performed by the UP function.




Table 4: Parameters for Sx session management for a Traffic Handling Rule 
	Comment
	Sx Parameter 
	             Relevant for EPC entity 
Description
	SGW
	PGW
	TDF

	CP function controls multiple Traffic Handling Rules with a PDN session and thus needs a parameter for associating the control info.
	Traffic Handling Rule ID


	Uniquely identifies the Traffic Handling Rule within a PDN session
	X
	X
	X

	PGW: TEID in UL filter for UL bearer binding verification,

UE IP as source in UL filter for packet screening 


	Detection information


	Contains the information to be used for the detection of all packet flows belonging to this THR

Can be a combination of UE IP address, F-TEIDu, SDF filters, application ID for traffic detection (details are described in Section 5.x)
	X
	X
	X

	
	Precedence
	Determines the order, in which the detection information of all THRs is applied.
	X
	X
	X

	Represents as well Allowed Access Type.
	Bearer ID


	Reference to the bearer related parameter set 
	X
	X
	

	Generalization of Charging Key and Monitoring Key
	Measurement Key for flow level monitoring 
	Reference to the measurement Key related parameters for monitoring on flow level (one or more).
	X
	X
	X

	This parameter is used instead of Indication of exclusion from session level monitoring
	Measurement key for session level monitoring


	Reference to the measurement Key related parameters for monitoring on IP-CAN/TDF session level
	
	X
	X

	“Close after measurement report“ realizes the termination action “discard”. Waiting for CPF closing the gate may take too long (even if it is fast).
	Gate status UL/DL 
	Instructs the UP function to let the flow pass or to block the flow (values: open, close, close after measurement report)
	
	X
	X

	
	Flow MBR 
	Instructs the UP function to enforce this flow MBR (values for UL and DL direction)
	
	X
	X

	
	GTP extension header 

Outer header marking (access side) 
	Instructs the UP function to add a GTP-U extension header to the downlink packets and to set the SCI.

For SGW-U, this indicates to copy the extension header from S5-U to S1-U.
	X
	X
	

	
	Inner header marking (access side, DL) 
	Instructs the UP function to mark the inner header (IP) on access side
	
	
	X

	
	Inner header marking (core side, UL/DL) 
	Instructs the UP function to mark the inner header (IP) on core side
	
	X
	X

	“After measurement report” realizes the termination action “redirect”. Waiting for CPF activating redirection may take too long (even if it is fast).
	Forwarding 

(always, after measurement report)


	Instructs the UP function to forward the packets on core side
PGW: DHCP and IPv6 router message 

PGW/TDF: FMSS, Redirection 
	
	X
	X

	
	Forwarding destination


	Contains the endpoint for the forwarding or the traffic steering policy identifier

PGW: CP function / FMSS / Redirect Destination

TDF: FMSS / Redirect Destination
	
	X
	X

	
	Container for header enrichment


	Contains information to be used by the UP function for header enrichment
	
	X
	X

	
	Notification of Start/Stop
	Used by CP function to instruct UP function to report application's start or stop.
	
	X
	X


Table 5: Parameters for Sx session level reporting 
	Comment
	Sx Parameter
	             Relevant for EPC entity 
Description
	SGW
	PGW
	TDF

	
	PDN Session ID


	Uniquely identifies a PDN session
	X
	X
	X

	
	Traffic Handling Rule ID


	Uniquely identifies the Traffic Handling Rule within a PDN session which triggered the report
	X
	X
	X

	
	Measurement Key


	Uniquely identifies the Measurement Key related to the report
	X
	X
	X

	
	Measurement information 
	Defines the measured volume/time/events for this measurement key
	
	X
	X

	Would measuring the time at the CPF be accurate enough, i.e. start-time = confirmation of configuration, end-time = report received?
	Start time
	Provides the timestamp, in terms of absolute time, when the collection of the information provided within Measurement information is started.
	X
	X
	X

	
	End time
	Provides the timestamp, in terms of absolute time, when the information provided within Measurement information is generated.
	X
	X
	X

	Another reporting trigger to be added is 1st packet arriving for a bearer (when UE is idle) for triggering paging unless the duplication+forwarding mechanism is used to inform the SGW-C (or MME directly?).
	Reporting trigger 
	Identifies the trigger for the usage report to the CP function

(Usage report for threshold reached, Usage report for immediate request, Start/stop of traffic detection)

	X
	X
	X

	
	Notification of Start/Stop
	Used by UP function to report application's start or stop to CP function.
	
	X
	X


Proposal

It is proposed to add the following text into the parameters section of the new TS.
Start of Change
7
Parameters

Editor's Note: This clause will document the parameters for the Sx reference point (including their structure, if agreeable) and their usage for the various existing procedures.
7.1 
General
Editor's Note: This clause will document the general aspects for the parameters for the Sx reference point.
7.2 
Parameters for Sx session management
These parameters are used to control the functionality of the UP function related to an individual PDN connection or TDF session during the Sx session management procedures. As the functionality of the respective UP functions differs, most parameters are specific to one or two of the reference points Sxa (between SGW-C and SGW-U), Sxb (PGW-C and PGW-U) and Sxc (TDF-C and TDF-U). 

The Sx session management procedures however will use the relevant parameters in the same way for all Sx reference points: the Sx session establishment procedure as well as the Sx session modification procedure provide the control parameters to the UP function, the Sx session termination procedure removes all control parameters related to a PDN session.
Table 7.2-1: Parameters for Sx session management related to a PDN session 
	Comment
	Sx Parameter 
	             Relevant for EPC entity 
Description
	SGW
	PGW
	TDF

	CP function controls multiple PDN sessions at the same UP function and thus needs a parameter for associating the control info as well as the measurement reports.
	PDN Session ID


	Uniquely identifies a PDN session
	X
	X
	X

	
	Session MBR 
	Instructs the UP function to enforce this session MBR in UL/DL direction

PGW: UL/DL-APN AMBR

TDF: TDF session UL/DL-MBR
	
	X
	X

	
	PDN session correlation ID
	An identity allowing the UP function to correlate multiple PDN sessions for the same UE. And APN
	
	X
	

	
	Measurement Key related parameters
	Parameters are defined in Table 7.2-2

One set per Measurement Key used for the PDN session
	X
	X
	X

	
	Bearer related parameters
	Parameters are defined in Table 7.2-3

One set per bearer of the PDN session 
	X
	X
	

	
	Traffic Handling Rule(s)
	Parameters are defined in Table 7.2-4

One or more Traffic Handling Rule per PDN session
	X
	X
	X


Table 7.2-2: Parameters for Sx session management related to a Measurement Key 

	Comment
	Sx Parameter
	             Relevant for EPC entity 
Description
	SGW
	PGW
	TDF

	
	Measurement Key


	Uniquely identifies a measurement type. The CP function uses the measurement key to group flows that share a common measurement
	X
	X
	X

	
	Volume measurement threshold
	Value in terms of uplink and/or downlink and/or total byte-count when the measurement report is to be generated.
	X
	X
	X

	
	Time measurement threshold
	Value in terms of the time duration (e.g. in seconds) when the measurement report is to be generated.
	X
	X
	X

	
	Event measurement threshold
	Number of events (identified according to a locally configured policy) after which the measurement report is to be generated.
	
	X
	X

	Does this also cover the Monitoring time defined for usage monitoring?

	Periodic measurement threshold 
	Defines the point in time for sending a periodic report for this measurement key (e.g. timeofday)
	X
	X
	X

	
	Immediate report
	Used by CP function to trigger an immediate report from the UP function. 
	X
	X
	X

	
	Inactivity detection time
	Defines the period of time after which the time measurement shall stop, if no packets are received.
	X
	X
	X


Table 7.2-3: Parameters for Sx session management related to a Bearer 

	Comment
	Sx Parameter
	             Relevant for EPC entity 
Description
	SGW
	PGW
	TDF

	CP function controls multiple bearers within a PDN session and thus needs a parameter for associating the control info.
	Bearer ID


	Uniquely identifies the bearer, within a PDN session
	X
	X
	

	The 
more general name is better as it covers all possible reference points / peer entities. 
	Outer header removal 
(core side)
(NOTE 1)
	Instructs the UP function to remove an outer header (IP+UDP+GTP) from the incoming packets on core side 
Contains the F-TEIDu on core side
	X
	
	

	
	Outer header removal 
(access side)
(NOTE 1)
	Instructs the UP function to remove an outer header (IP+UDP+GTP) from the incoming packets on access side 
Contains the F-TEIDu on access side
	X
	X
	

	
	Outer header creation 
(core side)
	Instructs the UP function to add an outer header (IP+UDP+GTP) to the outgoing packets on core side 
Contains the F-TEIDu of peer entity on core side 
	X
	
	

	
	Outer header creation

(access side)
	Instructs the UP function to add an outer header (IP+UDP+GTP) to the outgoing packets on access side 
Contains the F-TEIDu of peer entity on access side 
	X
	X
	

	
	Measurement key for incoming UL traffic monitoring
	The CP function uses this measurement key to control the monitoring of

incoming UL traffic for this bearer
	
	X
	

	
	Measurement key for discarded DL traffic monitoring
	The CP function uses this measurement key to control the monitoring of discarded DL traffic for this bearer
	X
	
	

	As this is basically only transport level packet marking (in the uplink and downlink, e.g. setting the DiffServ Code Point) should we call the parameter Transport level marking? Or use QCI instead and have local configuration at UPF?
	Outer header marking (access side) 
	Instructs the UP function to mark the outer header (IP) on access side
	X
	X
	

	
	Outer header marking (core side) 
	Instructs the UP function to mark the outer header (IP) on core side
	X
	
	

	
	Bearer MBR


	Instructs the UP function to enforce this bearer MBR (values for UL and DL direction) 
	
	X
	

	
	Bearer GBR 
	Informs the UP function about the required GBR resources (values for UL and DL direction)

Absence of this parameter informs the UP function that the bearer is subject to Session MBR enforcement
	X
	X
	

	
	ARP 
	Informs the UP function about the ARP for the GBR resources (consists of priority level, pre-emption capability and pre-emption vulnerability) 
	X
	X
	

	Also to inform SGW-C function about 1st packet / all packets in bearer?
	Duplication and forwarding


	Instructs the UP function to duplicate and forward the packet or only the packet header
	X
	X
	

	
	Destination for duplicate forwarding 
	Contains the endpoint for the forwarding 
	X
	X
	

	Keeping this control on parameter level allows for sending other parameters in parallel.
	Send GTP end marker


	Triggers the UP function to create and send out GTP-u packets with end-marker
	X
	X
	

	NOTE 1:
This parameter is also used in the Response message in case the F-TEIDu allocation is performed by the UP function.




Table 7.2-4: Parameters for Sx session management for a Traffic Handling Rule 
	Comment
	Sx Parameter 
	             Relevant for EPC entity 
Description
	SGW
	PGW
	TDF

	CP function controls multiple Traffic Handling Rules with a PDN session and thus needs a parameter for associating the control info.
	Traffic Handling Rule ID


	Uniquely identifies the Traffic Handling Rule within a PDN session
	X
	X
	X

	PGW: TEID in UL filter for UL bearer binding verification,

UE IP as source in UL filter for packet screening 


	Detection information


	Contains the information to be used for the detection of all packet flows belonging to this THR

Can be a combination of UE IP address, F-TEIDu, SDF filters, application ID for traffic detection (details are described in Section 5.x)
	X
	X
	X

	
	Precedence
	Determines the order, in which the detection information of all THRs is applied.
	X
	X
	X

	Represents as well Allowed Access Type.
	Bearer ID


	Reference to the bearer related parameter set 
	X
	X
	

	Generalization of Charging Key and Monitoring Key
	Measurement Key for flow level monitoring 
	Reference to the measurement Key related parameters for monitoring on flow level (one or more).
	X
	X
	X

	This parameter is used instead of Indication of exclusion from session level monitoring
	Measurement key for session level monitoring


	Reference to the measurement Key related parameters for monitoring on IP-CAN/TDF session level
	
	X
	X

	“Close after measurement report“ realizes the termination action “discard”. Waiting for CPF closing the gate may take too long (even if it is fast).
	Gate status UL/DL 
	Instructs the UP function to let the flow pass or to block the flow (values: open, close, close after measurement report)
	
	X
	X

	
	Flow MBR 
	Instructs the UP function to enforce this flow MBR (values for UL and DL direction)
	
	X
	X

	
	GTP extension header 

Outer header marking (access side) 
	Instructs the UP function to add a GTP-U extension header to the downlink packets and to set the SCI.

For SGW-U, this indicates to copy the extension header from S5-U to S1-U.
	X
	X
	

	
	Inner header marking (access side, DL) 
	Instructs the UP function to mark the inner header (IP) on access side
	
	
	X

	
	Inner header marking (core side, UL/DL) 
	Instructs the UP function to mark the inner header (IP) on core side
	
	X
	X

	“After measurement report” realizes the termination action “redirect”. Waiting for CPF activating redirection may take too long (even if it is fast).
	Forwarding 

(always, after measurement report)


	Instructs the UP function to forward the packets on core side
PGW: DHCP and IPv6 router message 

PGW/TDF: FMSS, Redirection 
	
	X
	X

	
	Forwarding destination


	Contains the endpoint for the forwarding or the traffic steering policy identifier

PGW: CP function / FMSS / Redirect Destination

TDF: FMSS / Redirect Destination
	
	X
	X

	
	Container for header enrichment


	Contains information to be used by the UP function for header enrichment
	
	X
	X

	
	Notification of Start/Stop
	Used by CP function to instruct UP function to report application's start or stop.
	
	X
	X


7.3 
Parameters for Sx session level reporting
These parameters are used for the Sx session level reporting of the UP function related to an individual PDN connection or TDF session to inform the CP function about events occurring at the UP function. As the functionality of the respective UP functions differs, some parameters are specific to one or two of the reference points Sxa (between SGW-C and SGW-U), Sxb (PGW-C and PGW-U) and Sxc (TDF-C and TDF-U). 

The Sx session level reporting procedures however will use the relevant parameters in the same way for all Sx reference points: the Sx report procedure informs the CP function about events related to the PDN session that are detected by the UP function.
Table 7.3-1: Parameters for Sx session level reporting 
	Comment
	Sx Parameter
	             Relevant for EPC entity 
Description
	SGW
	PGW
	TDF

	
	PDN Session ID


	Uniquely identifies a PDN session
	X
	X
	X

	
	Traffic Handling Rule ID


	Uniquely identifies the Traffic Handling Rule within a PDN session which triggered the report
	X
	X
	X

	
	Measurement Key


	Uniquely identifies the Measurement Key related to the report
	X
	X
	X

	
	Measurement information 
	Defines the measured volume/time/events for this measurement key
	
	X
	X

	Would measuring the time at the CPF be accurate enough, i.e. start-time = confirmation of configuration, end-time = report received?
	Start time
	Provides the timestamp, in terms of absolute time, when the collection of the information provided within Measurement information is started.
	X
	X
	X

	
	End time
	Provides the timestamp, in terms of absolute time, when the information provided within Measurement information is generated.
	X
	X
	X

	Another reporting trigger to be added is 1st packet arriving for a bearer (when UE is idle) for triggering paging unless the duplication+forwarding mechanism is used to inform the SGW-C (or MME directly?).
	Reporting trigger 
	Identifies the trigger for the usage report to the CP function

(Usage report for threshold reached, Usage report for immediate request, Start/stop of traffic detection)

	X
	X
	X

	
	Notification of Start/Stop
	Used by UP function to report application's start or stop to CP function.
	
	X
	X


End of Change
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